WLS-SCS Workshop
19 September- Online
14:00-16:00 CET (Zurich time)

PROGRAM

Participation in the following webinar is restricted to accredited WLA-SCS auditors and WLA Members

Kindly participate to this meeting as your participation is of utmost importance

Please be advised that this session will be recorded for documentation purposes

Do not share your ZOOM ticket to others

The WLA SRMC has been working on improving the WLA-SCS standard with the objective of making a stepwise change in levels of education and awareness amongst the WLA membership.

The WLA-SCS controls have been updated on 4 axes:

1. Threats: Updated in line with emerging threats
2. Uses: Updated with new use cases such as cloud computing
3. Compliance: Increased assurance over supply chain compliance with enhanced coverage of lottery technology suppliers
4. Controls: Risk Based Controls.
Agenda

14:00-14:10 Opening remarks by Anton Stiglic
14:10-14:30 General discussion on the current WLA SCS 2020 standards & clarifications on the basic rules
14:30-15:00 Discussion on Remote assessment, Part A, point 8 of the Guide to Certification
15:00-15:30 – Discussion on the control G.5.3 Cloud security (incl. Development security operation & Vulnerability management)
15:30-15:50 – Q&A session
15:50-16:00 – Closing remarks & next year’s standards version

Moderator
Anton Stiglic, General Manager of IT, Loto-Québec, Canada

Panelists
Fabien Marechal, International CISO, La Française des Jeux, France
Jo McLennan, General Manager, Customer Care & Operational Risk, The Lottery Corporation, Australia
Robert Nitz, Director of Information Security, Multi-State Lottery Association, USA
Nathaniel Soo, Head of Information Security, Magnum Corporation, Malaysia
Diego González Quinteros, IT Manager, Banca de Quinielas de Montevideo, Uruguay
Pascal Gervaix, CSO, Société de la Loterie de la Suisse Romande, Switzerland
Howard Pinto, Group CISO Camelot, United Kingdom